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Durchführung

• Market research agency

• Online Panel Germany

• Timeframe: May 2020

Thematische Einordnung

Digital transformation and COVID-19 force many 
organizations to rethink their IT and Cybersecurity 
activities. The survey would like better understand how 
decision makers perceive their future activities to 
change.

All results are in %.

Sample

• Cybersecurity

• N=300 - Experts & Decision makers (B-to-B)

• Decision makers or influencers of IT / IT Security

• Organisational size employees 100-999: N=200 / 
1.000+ employees N=100

• Focus (1) Public Sector  / (2) Industry

• Industry, Financial Services, Construction, Retail, IT & 
Telco

Survey design & method
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Questions

• Q1- Digitization: How did the perception of digitization change through the Corona crisis?

• Q2 - IT-Budget: How will the IT budget change?

• Q3 - Cyber Security-Budget: How will the IT Security budget change relative to the IT budget of your organization?

• Q4 – Did your organization implement an information security management system (ISMS) and does it include Business Continuity 
Planning (BCP)?

Q5 – How did the Corona crisis impact the relevance of the following topics?

• Q6 - Please rate the following

• Q7 – How important are the following areas in Cybersecurity after the Corona crisis?
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Demographics: How big is your organization

SME
100-999 employees

67%

Large
1.000+ Employees

33%

N=300
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Demographics: Which sector do you work?

Public Sector
N=100

Industry
N=80

Financial Services
N=41

IT & Telco
N=41

Constr.
N=21

Retail
N=17

N=300
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Question 1: Digitization: How did the perception of digitization change through
Corona crisis?
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Digitization was always important to us

We identified a need for action through the Corona
crisis

We had no time for digitization so far

totally agree rather agree agree less do not agree

N=300
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Question 2: IT-Budget: How will the IT budget change?
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We will increase it
quickly to fill our
capability gaps

We will gradually
increase it

We will (initially)
reduce it because of

the collapsing
business climate

It will stay the same

N=300
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The Cyber Security-
Budget will increase

rapidly

The Cyber Security-
Budget will gradually

increase

The Cyber Security-
Budget will (initially)
decrease due to the
collapsing business

climate

The Cyber Security-
Budget will remain

the same

Question 3: Cyber Security-Budget: How will the IT Security budget change
relative to the IT budget of your organization?

N=300
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Question 4: Did your organization implement an information security management system 
(ISMS) and does it include Business Continuity Planning (BCP)?
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Information security management system  (ISMS)

ISMS and Business Continuity Planing (BCP)

BCP only rudimentary
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N=300
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Question 5: How did the Corona crisis impact the relevance of the following
topics?
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Digitization of processes

The possibility to work at a full-fledged workplace in the home
office

The possibility to work mobile

Cloud services and cloud storage

The use of more practical security technologies (stronger e-mail
encryption, secure VPN etc.)

The active management of identities and access rights (Identity
and Access Management, IAM)

Will be very important Will be important Will not change Will be less important

N=300
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Question 6: Please rate the following
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Reduce costs with the digitization of processes in the company

Increase confidentiality with the digitization of processes in
companies

Securing the home office professionally (VPN, Encryption etc.)

Equipping the home office with professional hardware for the
employees

The users will be equipped with company-owned devices for
mobile working

Making "BYOD" available to employees for mobile working

Very Important Important Less important Unimportant

N=300
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Question 7: How important are the following areas in Cybersecurity after the
Corona crisis?
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Professionals / Staffing levels

Use of the latest digital technologies

On-premises infrastructure

Use of external service providers

Stronger service level agreements

An optimized IT / IT security strategy

Will be very important Will be important Will not change Will be less important

N=300
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About infodas

Revenue € ~30 M 

~160 Employees

IT & Cybersecurity Consulting
Cybersecurity Products

Independent and Family Owned

Founded 1974 in Cologne
Offices in Berlin, Munich, Bonn

Defense, Intel, Homeland Security
Civil Agencies
Critical Infrastructure & Others
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Contact

INFODAS GmbH
Rhonestr. 2
50765 Cologne
Germany

marketing@infodas.de
www.infodas.de

Ina Hagen
Marketing Manager
+49.221.709120.0


